Security - Permissions for everyone

By default 'Permissions For Everyone' is enabled. While it is ON every logged in user has the same (Administrative) level of permissions to all programs while working with the application and the per program Roles will be disabled:

This setting is useful when managing small projects or while evaluating our plugin. It is easier to test and learn how things work but a live environment may require more advanced access control.

Security - Default Roles
By default, everyone has access to everything. However, you can fine-tune things quite considerably. Let assign users and groups to 5 different levels of permissions.

<table>
<thead>
<tr>
<th>NAME</th>
<th>CODE</th>
<th>DESCRIPTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>Admin</td>
<td>ADMIN</td>
<td>Main administrator, has access to all sections.</td>
</tr>
<tr>
<td>Global Program Admin</td>
<td>GPE</td>
<td>Has access to program configuration</td>
</tr>
<tr>
<td>Users</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Groups</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Global Program Creator</td>
<td>GPC</td>
<td>Can create programs</td>
</tr>
<tr>
<td>Global Editor</td>
<td>GLID</td>
<td>Can edit tasks program</td>
</tr>
<tr>
<td>Global User</td>
<td>GLID</td>
<td>Read only access to program</td>
</tr>
</tbody>
</table>

After clicking the "Assign roles" button, you will be redirected to global security screen where you can grant access to all plugin programs (except for private programs as described below). It is possible to assign the following Roles to individual Users or Groups:

<table>
<thead>
<tr>
<th>Role</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Admin</td>
<td>Understood as Global admin or Main administrator, has access to all sections.</td>
</tr>
<tr>
<td>Program admin</td>
<td>Has access to program configuration. Can configure, edit programs, edit program tasks and view programs.</td>
</tr>
<tr>
<td>Program creator</td>
<td>Can create programs, edit programs, edit tasks and view programs.</td>
</tr>
<tr>
<td>Program editor</td>
<td>Can edit program tasks.</td>
</tr>
<tr>
<td>Program user</td>
<td>Read only access to programs. Cannot edit anything. In this mode the user will see the &quot;read only&quot; icon next to the program name.</td>
</tr>
</tbody>
</table>